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Hello everyone,

We hope that you and your family are safe and dry with start of a rainy spring season.

We continue to track the shifting financial markets. We expect continued volatility and for the market to have swift reactions to any economic news. If you want to meet to discuss how current
events may affect your present and future plans, we are always available to meet in-person, via Zoom, or on the phone.

Dan, Matt, and Karisa

A goal without a plan is just a wish. - Antoine de Saint-Exupéry

Workers typically plan to retire much later than the actual age reported by retirees. In the 2022 Retirement
Confidence Survey, 65% of workers said they expect to retire at age 65 or older (or never retire), whereas 69%
of retirees left the workforce before reaching age 65. When choosing a retirement age, it might be wise to
consider a contingency plan.

Source: Employee Benefit Research Institute, 2022
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Could Your Living Situation Change as You Grow Older?
Recent research from the U.S. Department of Health
and Human Services suggests that most Americans
turning age 65 will need long-term care support during
their lifetimes.¹

If the need arises, how will you handle potential
long-term care for yourself or a loved one? Planning
for the consequences of aging in general, and
long-term care in particular, will depend on your
preferences and circumstances. A long-term care plan
should account for the different types of care you may
need and the different settings in which you might
receive that care. These are the most common
options.

Your Home
Given a choice, you might prefer to receive long-term
care support in your own home. Family caregivers,
friends, or trained homemakers could provide
assistance with everyday tasks, and professionals
such as nurses and home health aides could provide
home health care. In addition, a variety of community
support services may be available, including adult
day-care centers and transportation services. In any
case, receiving care at home offers a measure of
independence in a familiar environment.

Reasons for Care
A 65-year-old has a nearly 70% chance of needing
long-term care support and services at some point. The
average length of long-term care in 2021 was 3.5 years, up
from 3 years in 2018. People need care for a variety of
reasons, but the most common is simply the physical
limitations of aging.

Source: Genworth, 2021 (multiple responses allowed)

Community Care Retirement Communities
(CCRCs)
Also known as life plan communities, CCRCs provide
a range of services — from independent living to
full-time skilled nursing care — all in the same location,
allowing you to age in place. Most CCRCs combine
housing options at one location and may include
townhouses or cottages for independent living,
assisted living apartments, and nursing home
accommodations.

Assisted Living Facilities
If you want to remain independent but need some
assistance with activities of daily living, you might
choose to live in an assisted living facility. These
home-like facilities offer housing, meals, and personal
care services, but generally not medical or nursing
services.

Nursing Homes
People who enter a nursing home usually have a
disabling condition or cognitive disorder and can no
longer take care of themselves. State-licensed nursing
facilities offer more specialized skilled care,
intermediate care, and custodial care. This is the most
expensive way to receive long-term care.

Take some time to think about what the future might
hold. Planning ahead can help ensure that you receive
the type of care you need, in the setting that you
prefer, as you grow older.
1) U.S. Department of Health and Human Services, 2021
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Time for a Spring Cleanup: Organizing Your Financial Records

The arrival of spring is always a good time to dust off
the cobwebs that have built up in your home during the
winter. It's also a good time to clean out and organize
your financial records so you can quickly locate
something if you need it.

Keep Only What You Need
If you keep paperwork because you "might need it
someday," your home office and file cabinets are likely
overflowing and cluttered with nonessential
documents. One key to organizing your financial
records is to keep only what you absolutely need for
as long as you need it.

Tax records. Keep all personal tax records for three
years after filing your return or two years after the
taxes were paid, whichever is later. (Different rules
apply to business taxes.) If you underreported gross
income by more than 25% (not a wise decision), keep
the records for six years, and for seven years if you
claimed a deduction for worthless securities or bad
debt. It might be helpful to keep your actual tax
returns, W-2 forms, and other income statements until
you begin receiving Social Security benefits.

Financial statements. You generally have 60 days to
dispute charges with banks and credit cards, so you
could discard statements after two months. If you
receive an annual statement, throw out monthly
statements once you receive the annual statement. If
your statements include tax information (e.g., you use
credit-card statements to track deductions), follow the
guidelines for tax records.

Retirement account statements. Keep quarterly
statements until you receive your annual statement;
keep annual statements until you close the account.
Keep records of nondeductible IRA contributions
indefinitely to prove you paid taxes on the funds.

Real estate and investment records. Keep at least
until you sell the asset. If the sale is reported on your
tax return, follow the rules for tax records. Utility bills
can be discarded once the next bill is received
showing the previous paid bill, unless you deduct
utilities, such as for a home office.

Loan documents. Keep documents and proof of
payment until the loan is paid off. After that, keep proof
of final payment.

Insurance policies. Keep policy and payment
documents as long as the policy is in force.

Auto records. Keep registration and title information
until the car is sold. If you deduct auto expenses, keep
mileage logs and receipts with your tax records. You
might keep maintenance records for reference and to
document services to a new buyer.

Medical records. Keep records indefinitely for
surgeries, major illnesses, lab tests, and vaccinations.
Keep payment records until you have proof of a zero
balance. If you deduct medical expenses, keep
receipts with your tax records.

These are general guidelines, and your personal
circumstances may warrant keeping these documents
for shorter or longer periods of time.

Personal Document Locator
A personal document locator is a detailed list of your
personal and financial information that can assist others in
the event of your death or disability. Typically, a personal
document locator will include the following:

Securely Store Your Records
You can choose to keep hard copies of your financial
records or store them digitally. You usually do not
need to keep hard copies of documents and records
that can be found online or duplicated elsewhere.
Important documents such as birth certificates and
other proof of identity should be stored in a safe place,
such as a fire-resistant file cabinet or safe-deposit box.
You can save or scan other documents on your
computer, or store them on a portable drive, or use a
cloud storage service that encrypts your uploaded
information and stores it remotely.

An easy way to prevent documents from piling up is to
remember the phrase "out with the old, in with the
new." For example, if you still receive paper copies of
financial records, discard your old records as soon as
you receive the new ones (using the aforementioned
guidelines). Make sure to dispose of them properly by
shredding documents that contain sensitive personal
information, Social Security numbers, or financial
account numbers. Finally, review your records
regularly to make sure that your filing system remains
organized.
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Keep an Eye Out for IRS-Related Scams

Prepared by Broadridge Investor Communication Solutions, Inc. Copyright 2023
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The IRS warns that although scams are especially
prevalent during tax season, they also take place
throughout the year.1 As a result, it's important to
always be on the lookout for suspicious activity so that
you don't end up becoming the victim of a scam.

One of the more common IRS scams involves
phishing emails. These scams involve unsolicited
emails that pose as the IRS to convince you to provide
personal information. Scam artists then use this
information to commit identity or financial theft.
Another dangerous type of phishing, referred to as
"spear phishing," is targeted towards specific
individuals or groups within a company or
organization. Spear phishing emails are designed to
get you to click on a link or download an attachment
that will install malware in order to disrupt critical
operations within your company or organization.

Another popular IRS scam involves fraudulent
communications that appear to be from the IRS or a
law enforcement organization. These scams are
designed to trick you into divulging your personal
information by using scare tactics such as threatening
you with arrest or license revocation. Be wary of any
email, phone, social media, and text communications
from individuals claiming they are from the IRS or law
enforcement saying that you owe money to the IRS.

A relatively new IRS scam involves text messages that
ask you to click on a link in order to claim a tax rebate
or some other type of tax refund. Scammers who send
these messages are trying to get you to give up your
personal information and/or install malware on your
phone. Watch out for texts that appear to be from the
IRS that mention "tax rebate" or "refund payment."

The IRS will not initiate contact with you by email, text
message, or social media to request personal
information. The IRS usually contacts you by regular
mail delivered by the U.S. Postal Service. Here are
some steps that may help you avoid scams.

• Never share your personal or financial information
via email, text message, or over the phone.

• Don't click on suspicious or unfamiliar links or
attachments in emails, text messages, or instant
messaging services.

• Keep your devices and security software up to date,
maintain strong passwords, and use multi-factor
authentication.

1) Internal Revenue Service, 2022
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